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Attachment 1: 

Managed Services - Flow Down Terms 
 
 

 Customer  MSSP  have entered an agreement Solution 
Terms Services
Services  Attachment
Customer, and where this Attachment and Solution Terms conflict, this Attachment shall control. MSSP has 

n solutions, endpoint 
detection and response solutions, device discovery and control solutions, and other solutions and enhancements 

Solutions
provision of Services. 

1. All Claims between MSSP and Customer. Customer agrees that it will bring all claims under this Agreement 
as well as any claims arising out of its related use of Solution against MSSP and will not make any claim directly 
against SentinelOne. Customer agrees that SentinelOne has no obligation or liability to Customer under this 
agreement. 

2. Solution Use. Customer may only use Solutions for its internal business security and operations, in accordance 
with the Documentation in conjunction with the Services. 

3. Restrictions on Use. Customer may not do any of the following: (i) modify, disclose, alter, translate or create 
derivative works of the Solutions (or any components thereof) or any accompanying Documentation; (ii) 
license, sublicense, resell, distribute, lease, rent, lend, transfer, assign or otherwise dispose of the Solutions (or 
any components thereof) or any Documentation; (iii) use the Solutions for commercial or business uses not 
contemplated in Services such as offering Solutions to the benefit of other third-parties, Solution may only be 
used as directly related to  internal business operations and in conformity with the Documentation; 
(iv) use the Solutions in violation of any laws or regulations, including, without limitation, to store or transmit 
infringing, libelous or otherwise unlawful or tortious material, or material in violation of third-party privacy 
rights; (v) use the Solutions to store, transmit or test for any viruses, software routines or other code designed 
to permit unauthorized access, disable, erase or otherwise harm software, hardware or data, or to perform any 
other harmful actions; (vi) probe, scan or test the efficacy or vulnerability of the Solutions, or take any action 
in an effort to circumvent or undermine the Solutions, except for the legitimate testing of the Solutions in 
coordination with MSSP and SentinelOne, in connection with considering a subscription to the Solutions as 
licensed herein; (vii) attempt or actually disassemble, decompile or reverse engineer, copy, frame or mirror any 
part or content of the Solutions, or otherwise derive any of the  source code; (viii) access, test, and/or 
use the Solutions in any way to build a competitive product or service, or copy any features or functions of the 
Solutions; (ix) interfere with or disrupt the integrity or performance of the Solutions; (x) attempt to gain 
unauthorized access to the Solutions or their related systems or networks; (xi) disclose to any third party or 
publish in any media any performance information or analysis relating to the Solutions; (xii) fail to maintain all 
copyright, trademark and proprietary notices on the Solutions and any permitted copy thereof; or (xiii) cause or 
permit any Solutions user or third party to do any of the foregoing. 

 


